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Privacy Policy

1. About this Privacy Policy

Applied Recover Co (we or us) is bound by the Privacy Act 1988 (the Privacy Act) and the requirements of the Australian Privacy Principles (APPs) in Schedule 1 of the Privacy Act. Under APP 1, we are required to have a Privacy Policy about how we manage personal information, as defined in the Privacy Act.

This Privacy Policy provides detailed information about our personal information handling practices, including:

- the kinds of personal information that we collect and hold
- how we collect and hold your personal information
- the purpose for which we collect, hold, use and disclose your personal information
- personal information that may be disclosed to overseas recipients
- how you can contact us if you want to access or correct personal information that we hold about you
- how you can complain about a breach of the Privacy Act and how we will respond to your complaint.

This Privacy Policy is only intended to cover how we handle personal information. It is not intended to cover how we handle other types of information.

If you would like to access this Privacy Policy in an alternate format, please contact us using the contact details set out at the end of this document.

2. What we do

Our mission is to improve the health and wellness of individuals struggling with alcohol dependence, and make withdrawal (detox) and recovery services accessible to every Australian who needs them, irrespective of postcode or socio-economic status.

We have established the Clean Slate Clinic, which delivers at-home alcohol withdrawal and recovery services, supported by a patient app, and telehealth technology. Further information about the Clean Slate Clinic can be found on our website.

3. Our obligations under the Privacy Act

This Privacy Policy explains how we comply with the Privacy Act.

The Privacy Act sets out 13 APPs which regulate how we collect, use, disclose and store your personal information, and how you may access and correct personal information we hold about you.

As a healthcare provider, we are bound by the APPs in the Privacy Act.

4. What is personal information

We may collect both personal information and sensitive information about you.
Personal information

The Privacy Act defines ‘personal information’ as:

‘information or an opinion about an identified individual, or an individual who is reasonably identifiable:

• whether the information or opinion is true or not; and
• whether the information or opinion is recorded in a material form or not.’

For example, the personal information that we collect may include:

• your name, address and contact details (for example, phone, email and fax) to respond to a query about a benefit or program
• information about your personal circumstances (for example, marital status, age, gender and relevant information about your partner and children) in an application for access to a benefit or program
• information about your financial affairs (for example, payment details and bank account details) to determine your eligibility for a benefit or program
• information about your identity (for example, date of birth, police check and security clearance details, country of birth, passport details, visa details and drivers licence) in a recruitment process
• information about your employment (for example, work history, referee comments and remuneration) in a recruitment process or to manage staff
• information about your background (for example, educational qualifications, the languages you speak and your English proficiency) in providing you with support in accessing services or in a recruitment process
• information related to any conflict of interest declarations you make (for example, your financial or other interests, including those of your immediate family members such as spouses/partners or dependants) in the course of employment with the department or to support a committee
• government identifiers (for example, Medicare number and health care identifier) in an application for access to a benefit or program
• information about your entitlements under the legislation we administer.

Depending on the circumstances, information that does not include your name and date of birth may still be considered personal information, if it includes other information about you.

Sensitive information

Sensitive information is a subset of personal information. The Privacy Act defines ‘sensitive information’ as information or an opinion about a person’s:

• racial or ethnic origin
• political opinions or membership of a political association
• religious beliefs or affiliations
• philosophical beliefs
• membership of a professional association or trade association
• union membership
• sexual orientation or practices
• criminal record
• health or genetic information
• biometric information or biometric templates.
For example, the sensitive information that we collect may include:

- your health (including information about your medical history and any disability or injury you may have, or a family member’s medical history) where relevant to your treatment
- your lesbian, gay, bisexual, transsexual, and/or intersex status where you elect to answer this field in applying to take part in the Clean Slate Clinic, or any subsequent assessment
- your racial or ethnic origin where you elect to answer this field in applying to take part in the Clean Slate Clinic, or any subsequent assessment

5. Collection of your personal information

Under the APPs, we will only collect personal information about you where it is reasonably necessary for, or directly related to, a function or activity performed by us. We will only collect sensitive personal information such as health information when you have consented, it is required or authorised by or under law, or where we are otherwise permitted under the Privacy Act.

We take reasonable steps to ensure that personal information we collect about you is accurate, up-to-date, complete, relevant and not misleading.

We collect your personal information only by lawful and fair means. In most cases, we will collect your personal information directly from you. However, there may be circumstances in which we will collect personal information about you from your representative (e.g. your nominated support person).

Methods of collection and notification

We collect personal information about you through a range of different channels including:

- paper-based and electronic forms (including online forms)
- video or telephone communications
- email and facsimile communications
- our website
- social media websites and accounts
- smartphone applications

When we collect your personal information, where it is reasonable to do so, we will issue you with a privacy notice explaining how we will handle your personal information.

For example, when you commence treatment with us, we will issue you with a privacy notice explaining:

- the purpose of us collecting your personal information
- the intended use of your personal information
- to whom your personal information may be disclosed

Collecting your personal information from third parties

In accordance with the Privacy Act, we will only collect your personal information from a third party where you consent, where required or authorised by or under law or court/tribunal order, or
where it is unreasonable or impracticable to collect the information only from you. For example, we may collect personal information about you from a family member with your consent.

**Collection of unsolicited personal information**

We may, on occasion, receive personal information about you from individuals or other entities, without it being requested by us. This information is considered ‘unsolicited’. An example of ‘unsolicited’ personal information is where you write to us seeking further information on the services we provide or to provide feedback on your experience with the department and you provide information that is not required to respond to your query or feedback.

We will deal with unsolicited personal information in accordance with the APPs. We will destroy your personal information unless we consider that we could have lawfully collected it under the APPs.

**Collection of personal information about children, young and vulnerable people**

We will only collect personal information about children when required or authorised by or under law, or otherwise in accordance with the Privacy Act.

**Purposes for which personal information may be collected by the department**

We may collect personal information about you for the following purposes:

- employment, work health and safety and personnel matters
- to enable us to provide clinical services to you
- policy development, research, and evaluation of our programs and services
- the management of contracts, funding agreements and procurement processes
- individuals signed up to distribution and mailing lists
- complaints (including privacy complaints) made and feedback provided to us
- the provision of legal advice by internal and external lawyers.

6. Remaining anonymous or using a pseudonym

You may wish to remain anonymous or use a pseudonym when you interact with us. When we deal with you anonymously, we do not collect any personal information or identifiers from you. Using a pseudonym means to use a different name or term instead of your actual name.

Where possible, we will allow you to interact with us anonymously or using a pseudonym. For example, we may not need your personal information when you:

- seek general information about a program, policy or consultation process, or

However, in some circumstances, it may be impracticable to remain anonymous or use a pseudonym, or we may be legally required to deal with you in an identified form.

For example, we may not be able to give you access to your personal information under the *Freedom of Information Act 1982* unless we are satisfied that the requested information relates to you. It may also be necessary to collect some personal information from you in order to resolve a complaint that you have made. We will notify you at the time of collection if this is the case.
7. Use and disclosure of your personal information

The purpose for which we collect your personal information is important as it restricts how we can use and disclose your personal information. Unless an exception applies in the Privacy Act, we will:

- only use or disclose your personal information for the purpose for which it was collected, and
- where reasonable to do so, notify you of this purpose at the time of collection, or as soon as practicable after collection.

We will only use or disclose your personal information for another purpose where we are able to do so in accordance with the Privacy Act.

8. Purposes for which we may collect, use or disclose your personal information

There are a number of purposes for which we may collect, use and disclose your personal information, which we describe below. References to use and disclosure of your personal information include references to our employees’ and contractors’ handling of your personal information. We will only collect, use or disclose your personal information in accordance with the Privacy Act and other legislation we administer.

Recruitment processes and on-boarding

Personal information collected about applicants during the recruitment process may be used and disclosed by the department as part of both the recruitment and the on-boarding process.

For example, personal information collected during the recruitment process may be disclosed to other Australian Government agencies through the creation, use and sharing of a merit list as well as with recruitment agencies engaged by the department to assist with the recruitment process.

Employment, work health and safety and personnel functions

Personal information may be used and disclosed to manage new and ongoing employees’ employment such as leave applications and approvals as well as payroll and pay related records.

Personal information may also be used and disclosed for work health and safety purposes, to monitor employees’ phone and internet usage, code of conduct investigations, police checks and security clearances, while undertaking fraud or audit functions or for other purposes relevant to employer powers under the Public Service Act 1999.

For example, for workers’ compensation matters, personal information may be disclosed to Comcare, rehabilitation providers and legal advisors.

Delivering and evaluating our clinical services

Personal information may be used and disclosed for purposes including delivering our clinical services. For example, where you consent, personal information may be used and disclosed in evaluating the success of our services in specific patient cohorts.
Where authorised or required by or under an Australian law or a court/tribunal order

Personal information may be used and disclosed where this is authorised or required by or under an Australian law. These third parties may include contracted service providers, Australian Government agencies and state and territory agencies as well as researchers.

For example, we may disclose personal information to state and territory disciplinary bodies for the purposes of investigations into professional misconduct by health professionals, in accordance with the *Health Insurance Act 1973*.

9. Data linkage and integration

We may on occasion create new datasets by linking data from different sources including data lawfully collected by us from other health providers.

Data linking may involve de-identified information or your personal information. We will only engage in data linking in accordance with the Privacy Act and other legislation we administer and for purposes including:

- statistical and research purposes
- implementing and evaluating the effectiveness of our programs and services
- compliance purposes.

We engage in data linking projects with other partners where our participation is in accordance with the Privacy Act and other relevant legislation.

10. Disclosure of your personal information overseas

We disclose personal information to overseas recipients in limited circumstances. These may include when you give consent, where your personal information is not identifiable, or where disclosure is required or authorised by or under law.

If we are unable to obtain your consent or if it is impractical to do so, we will only provide your personal information to an overseas recipient in accordance with the Privacy Act.

11. Storage of your personal information

Personal information collected and held by third parties

Personal information may be held by us or by people or organisations acting on our behalf, for example, contracted service providers.

Under the Privacy Act, we are required to take measures to ensure that when your personal information is held by a third party, that the third party complies with the same privacy requirements applicable to us.

We include privacy clauses in our contractual agreements with third parties, including funding agreements, consultancy and services contracts and various other ad-hoc contractual agreements. This is to ensure that the third parties handle personal information in accordance with relevant privacy obligations.
Storage, retention and destruction of personal information

Personal information held by us is stored on electronic media, including our Electronic Medical Records system, Enterprise Data Warehouse, business applications and cloud computing solutions. Personal information may also, on occasion, be held on paper files.

We store and dispose of your personal information in accordance with the Archives Act 1983 and relevant records authorities. For more information, see the National Archives of Australia website.

We will take reasonable steps to destroy or de-identify your personal information if we no longer need it for the purpose for which it was collected, unless required or authorised by or under law or a court/tribunal order to retain the information. When personal information is no longer required to be retained as part of a Commonwealth record, it is destroyed in accordance with the Archives Act 1983.

Data security

Electronic and paper records are protected in accordance with the requirements of the APPs.

We have controls in place for accessing information appropriate to the type and sensitivity of the information. Access to personal records by staff and contractors is restricted to officers on a ‘need to know’ basis. We also protect your personal information through steps that include password protection for electronic files, securing paper files in locked cabinets and other access restrictions.

12. Access and correction

We will provide access to any personal information that we hold about you, at your request. You may also request correction of your personal information if it is inaccurate, out of date, incomplete, irrelevant or misleading.

You can request access to documents containing your own personal information by emailing us.

We will take reasonable steps to provide you with access and/or make a correction to your personal information within 30 calendar days, unless we consider there is a sound reason under the Privacy Act or other relevant law to withhold the information, or not make the changes.

For example, we may refuse access to your personal information where the record includes another individual’s personal information or where refusal is required or authorised by the FOI Act or any other law.

If we do not provide you with access to your personal information, or refuse to correct your personal information, where reasonable we will:

- provide you with a written notice including the reasons for the refusal
- provide you with information regarding available complaint mechanisms
- at your request, take reasonable steps to associate a statement with the personal information that you believe to be inaccurate, out of date, incomplete, irrelevant or misleading.

Updating your personal information

It is important to tell us if your circumstances change to ensure that the information we hold, use or disclose about you is accurate, up-to-date and complete.
13. The Notifiable Data Breaches Scheme

The Notifiable Data Breach Scheme (the **NDB Scheme**) in Part IIIIC of the Privacy Act commenced on 22 February 2018. In accordance with the NDB Scheme, we investigate and undertake assessments of suspected and actual data breaches, and notify ‘eligible data breaches’ to the OAIC and affected individuals.

We take seriously and deal promptly with any unauthorised access to, disclosure of, or loss of personal information (**data breach**). Examples of data breaches include a document containing personal information being sent to the wrong recipient due to human error, or a failure to remove or redact personal information from a record before disclosing it.

14. Complaints

**How you can complain about the treatment of your personal information**

If you believe that we have breached the Privacy Act, the Code or otherwise mishandled your personal information, you can contact us.

Each complaint will be dealt with on a case-by-case basis. All complaints will be investigated by us and you will be advised of the outcome.

All privacy complaints are taken seriously. You should not be victimised or suffer negative treatment if you make a complaint.

**Making a privacy complaint**

If you believe that we have breached the APPs or mishandled your personal information, you should take the following steps:

1. **Contact us:** in the first instance, any privacy concern or complaint should be reported directly to us.

2. **Submit your concern or complaint in writing:** in order to be able to fully investigate your complaint, we would prefer that you make your complaint in writing. The complaint should include information about the claimed privacy breach and your contact details. Please note that if you do not provide sufficient information or if you submit an anonymous complaint, we may not be able to fully investigate and respond to your complaint.

3. **Reasonable amount of time:** we will acknowledge your concern or complaint upon receipt. This may involve email or telephone correspondence with you. We will also provide you with updates as to our investigation into your privacy complaint, if you provide your contact details. We will try to respond to your privacy concern or complaint as soon as practicable.

We will use the information from your complaint to investigate and seek to resolve the issues you have raised.

We will use the information you provide in your complaint to provide feedback to staff or our business areas. If you are not satisfied with our response, you can complain directly to the OAIC. The OAIC’s details are:

<table>
<thead>
<tr>
<th>Means of contact</th>
<th>Contact details</th>
</tr>
</thead>
<tbody>
<tr>
<td>Telephone:</td>
<td>1300 363 992</td>
</tr>
<tr>
<td>Email:</td>
<td><a href="mailto:enquiries@oaic.gov.au">enquiries@oaic.gov.au</a></td>
</tr>
<tr>
<td>Post:</td>
<td>Australian Information Commissioner</td>
</tr>
</tbody>
</table>
Means of contact | Contact details
---|---
GPO Box 5218  
Office of the Australian Information Commissioner  
Sydney NSW 2001

Please note that the OAIC generally requires that a complaint first be raised with us before the OAIC will investigate.